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	MHS Portfolio Management Tool (PfMT) User Account Request Form

	NOTE: For instructions on completing this form; as well as, user requirements, please see page 2.

	SECTION I: GENERAL USER INFORMATION

	Request Type:
 
	 FORMCHECKBOX 
 New User Account     FORMCHECKBOX 
 Modify Access Permission     FORMCHECKBOX 
 Update Contact Information     FORMCHECKBOX 
 Recertify Account

	Name: 
	     
	     
	     
	     

	
	Last
	First
	MI
	Salutation

	User Type:
	 FORMCHECKBOX 
 Government Civilian            FORMCHECKBOX 
 Military                FORMCHECKBOX 
 Contractor  
	U. S. Citizen:        FORMCHECKBOX 
 Yes        FORMCHECKBOX 
  No 

	Email Type:
	 FORMCHECKBOX 
  TMA      FORMCHECKBOX 
  Other .mil     FORMCHECKBOX 
  Other:     
	Email Address: 
	     

	Phone No:
	     
	Company Name: 
(If Contractor)
	     
	Job Title: 
	     

	User Location:
	Street:                                  
	     
	Suite #: 
	     

	
	City:
	     
	State:
	     
	ZIP:
	     

	CAC Issued By:
	 FORMCHECKBOX 
  HA/TMA    FORMCHECKBOX 
  Other:       
	CAC Expiration Date: 
	     

	SECTION II: ACCESS & GROUP SELECTION 

	Select Division/Program Office:
	 FORMCHECKBOX 
 DHIMS     FORMCHECKBOX 
 DHSS     FORMCHECKBOX 
 EHRWA   FORMCHECKBOX 
 IM     FORMCHECKBOX 
 JMISO     FORMCHECKBOX 
 MCiS   FORMCHECKBOX 
 TMA     FORMCHECKBOX 
 TRAC2ES                         FORMCHECKBOX 
 Other:     

	List Project and Select Access for each: 

	           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit
           FORMCHECKBOX 
 Read     FORMCHECKBOX 
 IM Edit     FORMCHECKBOX 
 IT Edit


	SECTION III:  USER ACCOUNT REQUEST

By signing below you acknowledge that you have read and understand the MHS PfMT Security Agreement on page 2.

	Name (Print):
	     
	Date: 
	     

	Signature (Sign or type email): 
	     

	SECTION IV:  GOVERNMENT POC REQUESTING AUTHORIZATION

By signing below you acknowledge that the person requesting MHS PfMT access has a legitimate “need to know” and sufficient authorization to access data stored in this system.

	Name (Print):  
	     
	Approved:   FORMCHECKBOX 
 Yes     FORMCHECKBOX 
  No
	Date Approved:      

	Government Requestor Signature (Sign or type email): 
	     
	Phone:      

	SECTION V:  GOVERNMENT APPROVING AUTHORITY/DATA OWNER

By signing below you acknowledge that the person requesting MHS PfMT access has a legitimate “need to know” and sufficient authorization to access data stored in this system.

	Name (Print):  
	Karen Cheatwood
	Approved:   FORMCHECKBOX 
 Yes     FORMCHECKBOX 
  No
	Date Approved:      

	Approving Authority Signature (Sign or type email):
	     

	SECTION VI:  FOR INTERNAL USE ONLY

	Date Received: 
	
	Date Completed: 
	
	Initials:
	
	Username:
	

	Notes/Comments:
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MHS Portfolio Management Tool (PfMT) User Security Agreement

Office of the Assistant Secretary of Defense (Health Affairs)

	This form is to request access to the MHS Portfolio Management Tool (PfMT) on the HA/TMA network.

INSTRUCTIONS

Section I: General User Information

A. In order to verify security clearance, possession of a current CAC is required to access MHS PfMT.

B. Provide information from CAC regarding expiration date (physically visible on the CAC card).

C. Email address is required.  Please provide a TMA or other .MIL email address when possible.  

D. Non-US Citizen Contractor Employees are not allowed to access MHS PfMT or other applications on the HA/TMA Network.
SECTION II: Access and Group Selection 

A. Select user access by choosing one of the following levels of permission: Read, IM Edit or IT Edit. List all projects to which you will need access.
B. Select the Division or Program Office which you support.
Section III: User Account Request

A. Print your name and date acknowledging that you have read, understand the MHS PfMT Security Agreement and will comply with all MHS PfMT security requirements. Enter your email address in the Signature block to sign the form electronically.
B. Attach the document and send via e-mail to your Government Requestor for approval.
	Section IV: Government POC Request Authorization

A. Verify completion and accuracy of user information and that user has a legitimate “need to know” and sufficient authorization. Enter your email address in the Signature block to sign the form electronically.
B. Approve, date, and provide your telephone number.
C. Submission: attach the document and send via e-mail to Portfolio Support (Portfolio.Support@tma.osd.mil).
Section V: Government Approving Authority/Data Owner

A. Verify user information and Government POC request authorization.

B. Print your name and enter your e-mail address in the Signature block to sign the form electronically. Approve/deny request and provide the date of approval.
C. Submit approve/deny decision with user request form: attach the document and send via e-mail to Portfolio Support (Portfolio.Support@tma.osd.mil). 



	As a condition of being granted access to the MHS Portfolio Management Tool (PfMT), I agree to comply with the following security requirements:

· I agree that I have a current security clearance and/or approved background check, a prerequisite to accessing any applications on the HA/TMA network.

· I will comply with Department of Defense (DoD) policies, regulations, and guidelines regarding the protection, handling, processing, transmission, distribution, and destruction of sensitive, unclassified “For Official Use Only” information.  

· I will mark all output from MHS PfMT with the “For Official Use Only” header/footer. 
· I will protect information from unauthorized access, disclosure, misuse, damage, and/or theft.

· I will comply with all policies and procedures governing the secure operation and authorized use of MHS PfMT.

· I will protect all passwords issued to me, and will not disclose them.  I understand that sharing or the use of another user’s ID/ password is prohibited.  I will change my password when required and when I suspect that it has been compromised.

· I will report all security incidents including suspected password compromises to the HA/TMA Help Desk.

· I will immediately notify the HA/TMA Help Desk when I no longer need access to MHS PfMT (including but not limited to; change in job duties, transfer, project completion, expiration of CAC, retirement, etc.).

· I will use MHS PfMT for official U.S. Government related and authorized work only.

· I will not knowingly introduce malicious code, nor will I attempt to bypass or circumvent security features.  

· I will submit to annual verification of MHS PfMT account information.  Failure to submit information for verification will result in my account being locked until information is submitted and approved to reactivate the account.

· I understand that all information is subject to monitoring and is NOT subject to any expectation of privacy. 

	Security Agreement: Your signature above acknowledges that when you access the MHS PfMT, a Department of Defense (DoD) information system, it will be used for U.S. Government authorized use only.  

You further agree to adhere to the security requirements above and the security agreement:

· The government routinely monitors communications occurring on MHS PfMT, for purposes including, but not limited to, penetration testing, communications security monitoring, network defense, quality control, employee misconduct investigations, law enforcement investigations, and security audits.

· At any time, the government may inspect and/or seize data stored within MHS PfMT.

· Information and communications in MHS PfMT are not private and are subject to routine monitoring, interception, and search.

· Any information stored within MHS PfMT may be disclosed or used for any U.S. Government authorized purpose.

· Security protections may be utilized for MHS PfMT to protect certain interests. These protections are not provided for your benefit or privacy and may be modified or eliminated at the government’s discretion.

· Unauthorized access is prohibited and could result in the loss of access and/or civil or criminal action. 
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